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Data centric protection  

is your solution as other  

defenses fail to stop leaks 

“ “ 





Right Time.  
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Placed cyber security 

as one of their  

top 3 risks 

 

16% 
Say audit committee 

should spend more 

time on cyber 

40% 
Say they need to 

improve the quality of 

their information 

41% 
Have assigned 

oversight to the board 

or audit committee 

50% 

Oversight of cyber security has now moved  

to the board or audit committee 



Link cybersecurity strategy to  

current and future business priorities.  

 

Protect the data and technology  

assets that matter most.  







Sarbanes-Oxley 

HIPAA 

GDPR 







Section Description 

IT technology       (5) 

Assessment         (2) 

Policy                   (8) 

500.02 Cybersecurity Program 

500.03 Cybersecurity Policy 

500.04 Chief Information Security Officer 

500.05 Penetration Testing and Vulnerability Assessments 

500.06 Audit Trail                                                                      

500.07 Access Privileges 

500.08 Application Security 

500.09 Risk Assessment 

500.10 Cybersecurity Personnel and Intelligence 

500.11 Third Party Service Provider Security Policy 

500.13 Limitations on Data Retention 

500.14 Training and Monitoring 

500.15 Encryption of Nonpublic Information 

500.16 Incident Response Plan 

500.17 Notices to Superintendent 
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